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has been assessed and certified as meeting the requirements of
ISO/IEC 27018:2019
For the following activities
The code of practice for the protection of PII processes and controls apply to SAP NS2 Commercial Regulated Environment (CRE),
which provides Sovereign Cloud services in the U.S., Canada, and Australia. This includes Platform as a Service (PaaS) and
Software as a Service (SaaS) solutions. Assessed in accordance with the ISO/IEC 27018:2019 Statement of Applicability version 2.2
dated 02-May-2023 In association with ISO/IEC 27001:2013 – Certificate No. US23/00000262.

This certificate is valid from 26 July 2023 until 26 July 2026 and remains valid subject to satisfactory surveillance audits.
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